Prüfung



**Geprüftes Angebot**

Klicken oder tippen Sie hier, um Text einzugeben.

(Ist vom Anbieter auszufüllen)

**URL:** Klicken oder tippen Sie hier, um Text einzugeben.

(Ist vom Anbieter auszufüllen)

**Anbieter**

Klicken oder tippen Sie hier, um Text einzugeben.

(Ist vom Anbieter auszufüllen)

Zu Grunde liegender **Prüfgegenstand**:

* Technische Prüfung des per VIDIS angebundene Angebots
* Selbstauskunft des Anbieters
* AVV/TOM
* AGB
* Datenschutzerklärung
* Aufbewahrungs- und Löschfristen

Das Angebot wurde durch das FWU bzw. die beauftragten Dienstleister auf Basis der [VIDIS](https://www.vidis.schule/wp-content/uploads/sites/10/2024/12/Pruefkriterien-VIDIS-V0.2.pdf)

[spezifischen Prüfkriterien aus dem eduCheck digital Prüfkriterienkatalog](https://www.vidis.schule/wp-content/uploads/sites/10/2024/12/Pruefkriterien-VIDIS-V0.2.pdf) in der Version 0.2 geprüft.

[ ]  **Das Angebot erfüllt die Prüfkriterien des VIDIS Projekts**

Hinweise und Einordnung der vorliegenden Ergebnisse

**Die Selbstauskunft ist integrierter Bestandteil des Prüfberichts.**

Bitte füllen Sie das vorliegende Dokument aus und reichen es gemeinsam mit den Dokumenten des Prüfgegenstands über das VIDIS-Portal zur Prüfung ein.

Bei der Prüfung wird mithilfe der Kommentarfunktion auf Unstimmigkeiten und Handlungsbedarf seitens des Anbieters hingewiesen. Bitte beachten Sie die Kommentare im Dokument und nehmen Sie hier Stellung.

Bitte passen Sie bei jeder Veränderung am Angebot auch die Selbstauskunft an und senden uns nach der Bearbeitung jeweils die aktualisierte Version des Dokuments.

Datum des Prüfberichts: (wird eingetragen nach bestandener Prüfung)

Datenübermittlung

Mit Blick auf die **Datensparsamkeit** werden bei Anmeldung über VIDIS nur die zum Betrieb notwendigen Daten von VIDIS an den Anbieter übermittelt. Der Bedarf an Daten muss begründet werden.

**Information an Anbieter**:

Bitte teilen Sie uns mit, **welche Daten für den Betrieb Ihres Angebots notwendig sind und begründen Sie den Bedarf** bei den mit \* gekennzeichneten Daten in der Tabelle unten (Sie können die Hinweise in Blau löschen).

Nur bei solider Begründung kann die Übermittlung freigegeben und eingerichtet werden. Des Weiteren können nur Daten übermittelt werden, die VIDIS von den Landesportalen erhält.

Technische Informationen und Details zu den Datensätzen finden Sie im [Whitepaper für die Anbindung an VIDIS](https://www.vidis.schule/Whitepaper-Service-Provider).

**Lizenzinformationen** können zum aktuellen Zeitpunkt im Rahmen von VIDIS **nicht** übermittelt werden. Eine Lösung wird im Projekt [Licence Connect](https://licenceconnect.schule/) entwickelt. Häufig werden Lizenzen anhand der **Schulnummer** zugeordnet und Zugänge auf diese Weise geregelt. Bitte die Schulnummer bei Bedarf ankreuzen und entsprechend begründen.

Folgende Daten werden bei Verwendung über VIDIS an das Angebot übermittelt:

|  |  |  |
| --- | --- | --- |
|  | Daten | Begründung des Anbieters zur Notwendigkeit |
| [x]  | Pseudonym | Eineindeutige Kennung für die Anmeldung, wird standardmäßig übermittelt |
| [ ]  | Pseudonymisierte E-Mail-Adresse (nicht funktional) | Beruht auf dem Pseudonym und kann bei Bedarf zusätzlich zum Pseudonym erstellt werden, wenn z.B. Systeme auf Anmeldung per E-Mail-Adresse ausgelegt sind. |
| [ ]  | Identity-Provider (z.B. Bayern Cloud Schule oder Logineo für NRW) |  |
| [ ]  | Schulnummer \* | Hinweis: Kann für die Zuordnung von Lizenzen relevant sein. |
| [ ]  | Rolle (Unterscheidung Lehrkräfte,Schulleitung,Schüler / Schülerin) \* | Hinweis: Die **Rolle bitte unbedingt anfordern**, wenna) das Angebot sich **ausschließlich an Lehrkräfte und Schulpersonal** richtet. Schülern / Schülerinnen dann bitte anhand der Rolle den Zugriff verweigern. b) das Angebot **unterschiedliche Berechtigungen für die verschiedenen Rollen** vorsieht. Diese bitte anhand der Rolle implementieren.  |
| [ ]  | Dienst-E-Mail-Adresse von Lehrkräften (sofern im IDP vorhanden) \* | Hinweis: Wird nur in besonders begründeten Ausnahmefällen übermittelt, bitte bei Bedarf ausführlich begründen. |
| [ ]  | Name und Vorname von Lehrkräften \* | Hinweis: Wird nur in besonders begründeten Ausnahmefällen übermittelt, bitte bei Bedarf ausführlich begründen. |
| [ ]  | Akronym von Schülern und Schülerinnen:Abgekürzter Personenbezeichner zu Anzeigezwecken (die ersten beiden Anfangsbuchstaben von Vor- und Nachname) \* | Hinweis: Wird nur in besonders begründeten Ausnahmefällen übermittelt. In der Regel wird davon ausgegangen, dass das Pseudonym ausreichend ist und ggf. anhand von Listen zugeordnet werden kann. Anbietern wird **empfohlen, technische Lösungen für eine vereinfachte Zuordnung im Angebot umzusetzen**. Dabei bitte beachten, dass Schüler / Schülerinnen nicht dazu aufgefordert werden dürfen, Klarnamen und weitere persönlichen Daten einzugeben. |
| [ ]  | Gruppen und Klassendaten über SchulConneX Schnittstelle (sofern im IDP vorhanden, bisher kein Standard) \* | Hinweis: Da diese Informationen **nicht standardmäßig zur Verfügung** stehen, wird Anbietern empfohlen, technische Lösungen für Klassen- oder Gruppen-Zuordnung im Angebot umzusetzen. Diese Daten dürfen durch das Angebot abgefragt werden. |

\*Begründung erforderlich
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# Präambel

Ziel dieses Dokuments ist die systematische Prüfung der VIDIS-Teilnahmebedingungen.

VIDIS soll für eine Verbesserung des Datenschutzniveaus in Schulen sorgen. Im Schulalltag fallen eine Menge an Daten an. Diese Daten, im besonderen Lernfortschritte und schulische Leistungsstände, haben Auswirkungen auf die Entwicklung und Zukunft der Kinder. Die EU-Datenschutzgrundverordnung sieht die personenbezogenen Daten von Kindern und Jugendlichen besonderen Gefahren ausgesetzt, wenn sie in die falschen Hände geraten:

*„Kinder verdienen bei ihren personenbezogenen Daten besonderen Schutz, da Kinder sich der betreffenden Risiken, Folgen und Garantien und ihrer Rechte bei der Verarbeitung personenbezogener Daten möglicherweise weniger bewusst sind.“*

Erwägungsgrund 38 der DSGVO.

VIDIS sorgt für Datenschutz bei der Nutzung digitaler Bildungsangebote im Unterricht, indem Daten, die die Schule verlassen, pseudonymisiert werden und die Empfänger dieser Daten, die digitalen Bildungsangebote, verpflichtet werden, datenschutzkonforme Lösungen anzubieten. Lehrkräfte sowie ihre Schülerinnen und Schüler und deren Eltern müssen Vertrauen in die Digitalisierung der schulischen Lernbereiche haben können, da die Nutzung digitaler Bildungsangebote im Unterricht für die Schülerinnen und Schüler verpflichtend ist und eine Einwilligung mangels Freiwilligkeit der Schülerinnen und Schüler unwirksam ist.

Mehr Informationen zu den rechtlichen Grundlagen, der Modellierung und Prüfkriterien finden Sie unter [vidis.schule](https://www.vidis.schule/).

# Prüfkonzept für die Inbetriebnahmephase

Wegen derzeit noch fehlender DSGVO-Zertifizierungen ist es für das VIDIS-Projekt notwendig in einer Übergangsphase neben den erarbeiteten Teilnahmekriterien datenschutzrechtliche Prüfungen vorzunehmen. Diese Arbeitsschritte erfolgen im Einklang mit dem ebenfalls vom FWU betreuten Entwicklungen des länderübergreifenden Projekts [eduCheck digital (EDCD)](https://educheck.schule/).

Das Prüfkonzept besteht aus einem zweistufigen Verfahren. Der Selbstauskunft des Anbieters folgt in der zweiten Stufe eine technische und rechtliche Prüfung des Bildungsangebots im Auftrag des FWU.

# Hinweise zum Prüfbericht

Der Prüfbericht ist kein Gütesiegel oder Zertifizierung. Die Prüfung selbst stellt eine Momentaufnahme dar, die keine vollumfängliche Sicherheit gewährleisten kann. Insbesondere dadurch, dass die geprüften Bildungsangebote einem kontinuierlichen Entwicklungsprozess unterliegen und rechtliche Rahmenbedingungen sich im Laufe der Zeit ändern.

Es können die Aussagen nur im Zusammenhang mit der technischen VIDIS-Infrastruktur getroffen werden.

# Selbstauskunft

[VIDIS-Teilnahmebedingungen](https://www.vidis.schule/teilnahmebedingungen)

**Information zu den zugrundeliegenden Prüfkriterien**

[VIDIS spezifische Prüfkriterien aus dem eduCheck digital Prüfkriterienkatalog](https://www.vidis.schule/wp-content/uploads/sites/10/2024/12/Pruefkriterien-VIDIS-V0.2.pdf)

Das jeweilige Prüfkriterium finden Sie in einem farblich hinterlegten Kasten. Anhand der Prüfkriterien ID können Sie im Dokument unter dem Link bei Bedarf weitere Informationen finden.

|  |
| --- |
| **Prüfunterbereich: Prüfkriterium** (Prüfkriterien ID, Beispiel: RDS-CDN-379)Beschreibung des Prüfkriteriums, ggf. Motivation und Relevanz Begründung |

Bitte beachten Sie:

**Die Selbstauskunft ist integrierter Bestandteil des Prüfberichts.**

* Bei Anpassungen oder Veränderungen im Angebot **bitte auch die Aussage in der Selbstauskunft entsprechend aktualisieren** und das aktualisierte Dokument neu einreichen.
* Während des Prüfprozesses wird die **Kommentarfunktion für die Kommunikation** verwendet, diese sind im abgeschlossenen Bericht nicht sichtbar. Daher ist es wichtig, auch **das eigentliche Dokument jeweils anzupassen** und sicherzustellen, dass dem FWU die aktualisierte Version vorliegt.

# Zielgruppe / Angebotsbeschreibung

## Bitte geben Sie eine Kurzbeschreibung der wichtigsten Funktionalitäten des Angebots

Klicken oder tippen Sie hier, um Text einzugeben.

## Wer ist die Zielgruppe des Angebots?

(Mehrfachantworten möglich)

Bitte beachten Sie:

Die Zielgruppe ist maßgeblich für den Umfang der Prüfung. Wenn Daten von Schülern / Schülerinnen verarbeitet werden, sind weitere Voraussetzungen in der Prüfung zu beachten.

Eine Änderung in der Zielgruppe nach Abschluss der Prüfung ist dem FWU zu melden. Das Angebot muss in Hinblick auf die Veränderung erneut geprüft werden.

[ ]  Schüler / Schülerinnen agieren über VIDIS eingelogged mit dem Angebot

[ ]  Schüler / Schülerinnen agieren mit dem Angebot ohne eigenes Login und ohne Übergabe von Daten (z.B. auf Einladung über QR-Code)

[ ]  Ausschließlich Lehrkräfte (z.B. Unterrichtsplanung oder Präsentationen im Unterricht)

[ ]  Schulverwaltung => Bitte kontaktieren Sie uns vorab

[ ]  Online-Prüfungssoftware => Bitte kontaktieren Sie uns vorab

[ ]  Sonstiges (bitte erläutern): Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Sind Berechtigungen und Zugang entsprechend der Rollen eingerichtet?

[ ]  Nutzung ausschließlich durch Lehrkräfte / Schulpersonal

->[ ]  Schülern und Schülerinnen wird bei Anmeldung über VIDIS kein Zugang erteilt

[ ]  Unterschiedliche Rechte für verschiedene Rollen

-> [ ]  Anhand der von VIDIS übergebenen Rolle Unterscheidung technisch umgesetzt

[ ]  Keine Unterscheidung in den Berechtigungen für die verschiedenen Rollen

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

##

|  |
| --- |
| **Einwilligung: Keinerlei Einwilligung durch SuS** (RDS-EWG-382)Innerhalb des Angebots gibt es keine Datenverarbeitungen, in die Schülerinnen und Schüler einwilligen können. Hierzu zählen auch Einwilligungen über ein Consent-Banner.Wenn sich das Angebot oder Teile des Angebots ausschließlich an Lehrkräfte wenden, können Einwilligungen eingeholt werden.. |

##

##  Gibt es Datenverarbeitungen innerhalb des Angebots, in die Schülerinnen und Schüler einwilligen können?

## (Falls nur Lehrkräfte Zugang zum Angebot haben, ist diese Frage für Sie nicht relevant.)

[ ]  Ja

[ ]  Nein

[ ]  Frage nicht relevant, da sich das Angebot nicht an Schüler und Schülerinnen richtet

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 1 Zielgruppe / Angebotsbeschreibung

|  |  |
| --- | --- |
|  | Bewertung:  |

# Hosting / Betrieb

|  |
| --- |
| **Datenerhebung und -verarbeitung: Sichere Datenverarbeitung** (RDS-DEV-466)Es werden keine Server in unsicheren Drittländern eingesetzt und/oder Datenverarbeitungen in unsicheren Drittländern durchgeführt. Dies gilt auch für Sub- oder Mutterunternehmen. |

## Hosten Sie das Angebot selbst?

[ ]  Ja, Serverstandort: Klicken oder tippen Sie hier, um Text einzugeben.

[ ]  Nein -> bitte eintragen:

Webhoster: Klicken oder tippen Sie hier, um Text einzugeben.

Serverstandort: Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Content Delivery Network (CDN)

|  |
| --- |
| **Content Delivery Network: CDN nur zur Bereitstellung von Inhalten** (RDS-CDN-379)Es wird kein CDN genutzt, das nicht ausschließlich der reinen Bereitstellung von Inhalten dient. Darüber hinaus erfüllt das CDN die Voraussetzungen des Prüfunterbereichs Dienstleister. |

### Wird ein CDN eingesetzt?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

### Falls ja, welche Funktionen des CDN-Anbieters werden genutzt?

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 2. Hosting / Betrieb

|  |  |
| --- | --- |
|  | Bewertung:  |

# Dienstleister

## Werden Dienstleister eingesetzt, bei denen ein Zugriff auf personenbezogene Daten nicht ausgeschlossen werden kann (insbesondere Auftragsverarbeiter)?

[ ]  Ja

[ ]  Nein

Falls ja, bitte benennen Sie die einzelnen Dienstleister mit Firmierung, Unternehmenssitz und Gegenstand der Dienstleistung:

|  |  |  |
| --- | --- | --- |
| Firma (Dienstleister), Adresse | Verarbeitungsstandort | Art der Dienstleistung |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Dienstleister: AV-Vertrag vorhanden** (RDS-DIL-356)Der Anbieter nutzt nur Dienstleister, mit denen zuvor ein Vertrag zur Auftragsverarbeitung gem. Art 28 Abs. 3 DSGVO geschlossen wurde. |

## Wurden mit dem/den Dienstleister(n) Auftragsverarbeitungsverträge gemäß Art. 28 Abs. 3 DSGVO geschlossen?

## Wenn ja, legen Sie bitte die Verträge zur Prüfung vor oder verweisen Sie auf die URL der AVV des Dienstleisters.

[ ]  Ja [ ]  Verträge vorgelegt

[ ]  URL: Klicken oder tippen Sie hier, um Text einzugeben.

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Welche Daten werden bei dem/den Dienstleister(n) verarbeitet?

[ ]  Verarbeitete Daten gehen aus AVV mit den Dienstleistern hervor

-> [ ]  AV-Verträge eingereicht unter Angabe der konkreten Stelle

Alternativ benennen Sie die verarbeiteten Daten:

|  |  |
| --- | --- |
| Firma (Dienstleister) | Verarbeitete Daten |
|  |  |
|  |  |
|  |  |
|  |  |

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Dienstleister: Mutterunternehmen in unsicheren Drittländern** (RDS-DIL-357)Sofern Dienstleister des Anbieters mit verbundenen Unternehmen (z.B. innerhalb eines Konzerns, Mutterunternehmen) in unsicheren Drittländern eingesetzt werden, muss ausgeschlossen werden, dass diese verbundenen Unternehmen aus Drittstatten auf die Daten zugreifen können (z.B. Abschaltung von Fernwartungszugriffen).Gem. Art. 45 Abs. 1 S. 1 DSGVO bedürfen nicht alle Datenübermittlungen in Drittstaaten einer besonderen Genehmigung. Durch die direkte Verbindung des Unternehmens in unsichere Drittstaaten bedarf es eines zusätzlichen Nachweises, dass erhobene und verarbeitete Daten ausreichend geschützt sind.Die getroffenen Maßnahmen müssen aus den technischen und organisatorischen Maßnahmen der Dienstleister hervorgehen und unter Angabe der konkreten Stelle zur Verfügung gestellt werden. Zudem muss dargestellt werden, ob und welche Regelung bzw. Übermittlungsmechanismus aus Kapitel V der DSGVO für den Anbieter einschlägig sind. |

## Kann ausgeschlossen werden, dass verbundene Unternehmen des Dienstleisters (z.B. innerhalb eines Konzerns) aus Drittländern auf die Daten zugreifen?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Dienstleister: Subdienstleister in unsicheren Drittländern** (RDS-DIL-358)Sofern Dienstleister Subdienstleister in unsicheren Drittländern nutzen und/oder ein Zugriff von verbundenen Unternehmen in Drittländern nicht ausgeschlossen werden kann, wurden Maßnahmen getroffen, um die Daten zusätzlich zu schützen.Gem. Art. 45 Abs. 1 S. 1 DSGVO bedürfen nicht alle Datenübermittlungen in Drittstaaten einer besonderen Genehmigung. Kann nicht ausgeschlossen werden, dass Dienstleister Subdienstleister in unsicheren Drittstaaten nutzen, bedarf es eines zusätzlichen Nachweises, dass erhobene und verarbeitete Daten ausreichend geschützt sind.Die getroffenen Maßnahmen müssen aus den technischen und organisatorischen Maßnahmen der Dienstleister hervorgehen und unter Angabe der konkreten Stelle zur Verfügung gestellt werden. Zudem muss dargestellt werden, ob und welche Regelung bzw. Übermittlungsmechanismus aus Kapitel V der DSGVO für den Anbieter einschlägig sind. |

## Werden von den eingesetzten Dienstleistern ihrerseits weitere Dienstleister mit Sitz in einem Drittland eingesetzt?

[ ]  Ja

[ ]  Nein

Falls ja, bitte benennen Sie sowohl die direkten Dienstleister als auch die weiteren Dienstleister mit Firmierung, Unternehmenssitz und Gegenstand der Dienstleistung.

|  |  |  |
| --- | --- | --- |
| Firma (Dienstleister), Adresse | Verarbeitungsstandort | Art der Dienstleistung |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

Überprüfung FWU (in Mitarbeit durch datenschutz nord)

## Sofern Daten in Drittländer übermittelt werden oder ein Datenzugriff aus Drittländern möglich ist (durch verbundene Unternehmen oder Dienstleister), benennen Sie bitte, welche Maßnahmen getroffen wurden, um die Daten zusätzlich zu schützen.

z.B. Fernwartungszugriffe abgeschaltet. Ggf. Verweis auf TOM der Subdienstleister.

[ ]  Maßnahmen gehen aus AVV oder TOM der Dienstleister hervor

-> [ ]  AVV / TOM der Subdienstleister eingereicht unter Angabe der konkreten Stelle

[ ] Es werden keine Daten in Drittländer übermittelt und es ist kein Datenzugriff aus Drittländern möglich.

Einschlägige Regelung aus Kapitel V der DSGVO:

[ ]  Artikel 45 Datenübermittlung auf der Grundlage eines Angemessenheitsbeschlusses

[ ]  Artikel 46 Datenübermittlung vorbehaltlich geeigneter Garantien

[ ]  Artikel 47 Verbindliche interne Datenschutzvorschriften

Erläuterungen und Spezifizierung zu den einschlägigen Regelungen:

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 3 Dienstleister

|  |  |
| --- | --- |
|  | Bewertung:  |

# Datensicherheit

|  |
| --- |
| **Verschlüsselung: Website nur über https:// aufrufbar** (ITS-ENC-359)Seiten des Angebots sind ausschließlich über https abrufbar. Dies gewährleistet, dass alle Datenübertragungen zwischen den Nutzenden und der Anwendung verschlüsselt sind. Dadurch wird die Integrität und Vertraulichkeit der ausgetauschten Informationen geschützt. |

## Sind alle Seiten des Angebots ausschließlich über https abrufbar?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Verschlüsselung: Umleitungen von http:// auf https://** (ITS-ENC-360)Es sind Umleitungen von http auf https konfiguriert.Umleitungen von HTTP auf HTTPS sind konfiguriert, um sicherzustellen, dass alle Datenübertragungen verschlüsselt erfolgen. Dies schützt die Integrität und Vertraulichkeit der Daten vor Abfangen und Manipulation. Dadurch wird die Sicherheit der Nutzenden und der übertragenen Informationen erheblich verbessert. |

## Sind für den Webserver Umleitungen von http auf https konfiguriert?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Werden gültige Protokolle mit dem Mindeststandard TLS 1.2 eingesetzt?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Verschlüsselung: Ablehnen veralteter TLS/SSL-Protokolle** (ITS-ENC-361)Veraltete TLS/SSL-Protokolle werden abgelehnt. Die Ablehnung veralteter TLS/SSL-Protokolle stellt sicher, dass alle Datenübertragungen stark verschlüsselt sind. Dies schützt vor Man-in-the-Middle-Angriffen und stellt sicher, dass keine sensiblen Informationen abgefangen werden können. So wird die Integrität und Vertraulichkeit der Daten gewährleistet. |

## Werden veraltete und unsichere TLS/SSL-Protokolle serverseitig abgelehnt?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Systemhärtung (Hardening): Sicherer Webserver** (ITS-SHR-362)Alle Webserver entsprechen dem Stand der Technik und sind gegen bekannte Schwachstellen wie „Heartbleed", „CRIME" und „Downgrade" abgesichert, um die Sicherheit und Stabilität des Systems zu gewährleisten. Dies verhindert die Ausnutzung bekannter Schwachstellen und schützt sensible Daten vor Kompromittierung. Durch kontinuierliche Updates und Patches bleibt das System widerstandsfähig gegen aktuelle Bedrohungen und Sicherheitslücken.Standard Patchmechanismen müssen etabliert sein. |

## Sind die erreichbaren (Web- und Applikations-)Server auf einem aktuellen Stand und insbesondere gegen bekannte Schwachstellen (z.B. „Heartbleed“, „CRIME“ und „Downgrade“) abgesichert?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Gibt es Prozesse, um auf bekannte Schwachstellen zu reagieren (z.B. Patchprozess / Patchmanagement)?

[ ]  Ja

[ ]  Nein

Wenn ja, beschreiben Sie den Prozess:

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Speicherung: Speicherung der IP-Adresse und der „http-requests“** (RDS-SPE-370)Die „http-requests" inkl. der IP-Adresse wird auf Ebene des Servers oder auf Ebene der Webapplikation nicht länger als 7 Tage oder zu anderen Zwecken als zu Sicherheitszwecken gespeichert.Dies minimiert das Risiko eines Missbrauchs der Daten und gewährleistet die Einhaltung datenschutzrechtlicher Vorgaben. Dadurch wird die Privatsphäre der Nutzer geschützt und die Datenspeicherung auf das notwendige Maß begrenzt. |

## Wie wird mit der IP-Adresse der Besucher auf Ebene des Servers umgegangen?

Speicherdauer und Zweck der Speicherung:

Klicken oder tippen Sie hier, um Text einzugeben.

Anonymisierung:

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Liegt ein IT-Sicherheitskonzept vor, das bei Bedarf an die Länder versendet werden kann?

Das Vorliegen eines IT-Sicherheitskonzeptes ist Voraussetzung für die Teilnahme an VIDIS.

Die Prüfung des IT- Sicherheitskonzepts ist kein Bestandteil dieser Datenschutzprüfung, kann aber bei Bedarf durch die Länder in Auftrag gegeben werden.

[ ]  Ja -> [ ]  IT-Sicherheitskonzept vorgelegt

[ ]  Nein

## Liegt eine Datenschutzfolgeabschätzung vor (DSFA im Sinne von 35 DSGVO)?

Die Prüfung der DSFA ist kein Bestandteil dieser Datenschutzprüfung, kann aber bei Bedarf durch die Länder in Auftrag gegeben werden.

[ ]  Ja -> [ ]  DSFA vorgelegt

[ ]  Nein

Bewertung zu 4 Datensicherheit

|  |  |
| --- | --- |
|  | Bewertung:  |

# Informationspflichten

|  |
| --- |
| **Informationspflichten: Leicht auffindbares Impressum** (RDS-IPF-364)Ein stets verfügbares und leicht erkennbares Impressum ist von allen Seiten erreichbar. Dies gilt insbesondere bei Angeboten mit responsiven Designs.Dies stellt sicher, dass Nutzer jederzeit die rechtlichen Informationen des Anbieters einsehen können. Dadurch wird die Transparenz erhöht und die Einhaltung gesetzlicher Vorgaben gewährleistet. |

## Enthalten alle Seiten ein stets verfügbares, mit maximal zwei Klicks erreichbares und leicht erkennbares Impressum?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Informationspflichten: Vollständiges Impressum** (RDS-IPF-366)Das Impressum enthält alle nach §§ 5 und 6 DDG vorgeschriebenen Informationen.Dies stellt sicher, dass alle rechtlich relevanten Angaben, wie beispielsweise Name und Anschrift des Anbieters, Kontaktinformationen und Vertretungsberechtigte, transparent und leicht zugänglich sind. Dadurch wird die rechtliche Konformität und Vertrauenswürdigkeit des Angebots gewährleistet. |

## Enthält das Impressum alle Informationen, die nach §§ 5 und 6 DDG vorgeschrieben sind?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Informationspflichten: Leicht auffindbare Datenschutzerklärung**  (RDS-IPF-365)Eine stets verfügbare und leicht erkennbare Datenschutzerklärung ist von allen Seiten erreichbar. Dies gilt insbesondere bei Angeboten mit responsiven Designs.Dies gewährleistet, dass Nutzer jederzeit über die Datenschutzpraktiken informiert sind und ihre Rechte verstehen können. Dadurch wird die Transparenz erhöht und die Einhaltung datenschutzrechtlicher Vorgaben sichergestellt. |

## Ist die Datenschutzerklärung für jede Seite stets verfügbar, unmittelbar erreichbar und leicht erkennbar?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Informationspflichten: Vollständige Datenschutzerklärung** (RDS-IPF-367)Die Datenschutzerklärung enthält alle Informationen, die nach Art. 13 und 14 DSGVO vorgeschrieben sind.Dies stellt sicher, dass die Nutzer umfassend über die Art, den Umfang und den Zweck der Datenerhebung und -verarbeitung informiert sind. Dadurch wird die Transparenz erhöht und die Einhaltung der datenschutzrechtlichen Vorgaben gewährleistet. |

## Enthält die Datenschutzerklärung alle Informationen, die nach Art. 13 und 14 DSGVO vorgeschrieben sind?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Verweist die Datenschutzerklärung auf die Schule als verantwortliche Stelle?

Bei Nutzung des Angebots im schulischen Kontext, also auch bei Nutzung über VIDIS, ist die Schule die verantwortliche Stelle. Die Datenschutzerklärung sollte eine entsprechende Formulierung aufweisen, die die Schule als verantwortliche Stelle benennt.

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Verfügt das Angebot über ein oder mehrere responsive Designs?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Falls ja, ist sichergestellt, dass Impressum und Datenschutzerklärung auf allen Gerätegrößen in sämtlichen Ansichten direkt auffindbar sind?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 5 Informationspflichten

|  |  |
| --- | --- |
|  | Bewertung:  |

# Nutzungsbedingungen und AGB

|  |
| --- |
| **Nutzungsbedingungen und AGB: Nutzungsbedingungen/AGB: Datenschutzkonform** (RDS-AGB-368)Die Nutzungsbedingungen oder AGB des Angebots enthalten keine Klauseln, die gegen die Grundsätze des Datenschutzes verstoßen.**Nutzungsbedingungen und AGB: Nutzungsbedingungen/AGB** **AVV-konform** (RDS-AGB-369)Die Nutzungsbedingungen oder AGB des Angebots enthalten keine Klauseln, die gegen die Vorschriften zur Auftragsverarbeitung verstoßen. |

#

## Sind die Nutzungsbedingungen oder AGB datenschutzkonform und AVV-konform?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 6 Nutzungsbedingungen und AGB

|  |  |
| --- | --- |
|  | Bewertung:  |

# Cookies & Co.

|  |
| --- |
| **Cookies & Co: Cookies allgemein** (RDS-CUC-372)Es werden keine Cookies gesetzt, für die eine Einwilligung erforderlich ist, sofern sich das Angebot an die Nutzergruppe der Schülerinnen und Schüler richtet.Richtet sich das Angebot an Lehrkräfte, kann die Einwilligung eingeholt werden.**Cookies & Co: Nicht essenzielle Cookies** (RDS-CUC-371)Es werden keine Cookies gesetzt, die für den Betrieb der Webseite nicht erforderlich sind, sofern sich diese an die Nutzergruppe der Schülerinnen und Schüler richten.Richtet sich das Angebot an Lehrkräfte, wird dafür eine entsprechende Einwilligung eingeholt. |

## Werden Cookies genutzt?

[ ]  Es werden ausschließlich nicht einwilligungspflichtige technisch notwendige Cookies gesetzt

[ ]  Es werden auch einwilligungspflichtige Cookies gesetzt

[ ]  Angebot ausschließlich für Lehrkräfte -> [ ]  Einwilligung wird eingeholt

[ ]  Angebot richtet sich (auch) an Schüler/Schülerinnen

[ ]  Nein, es werden keine Cookies genutzt

|  |
| --- |
| **Cookies & Co: Beschreibung aller Cookies** (RDS-CUC-453)Bei der Nutzung von Web-Browsern, als auch bei der Nutzung von Mobile Apps (Webansichten, integrierte Browserumgebungen) können sog. "Cookies" genutzt werden. Der Anbieter beschreibt alle "Cookies" seines Angebots und deren Zwecke in der Datenschutzerklärung. |

Falls Cookies genutzt werden, bitte benennen Sie die einzelnen Cookies und deren Zweck – bitte alle genutzten Cookies aufführen:

|  |  |  |
| --- | --- | --- |
| Cookie Name | Technisch notwendig ja/nein | Zweck |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Cookies & Co: Trackingmechanismen zu nicht pädagogischen Zwecken** (RDS-CUC-377)Es werden keine Trackingmechanismen eingesetzt, wenn sich ein Angebot an Schülerinnen und Schüler richtet, es sei denn, das Nutzerverhalten wird aus pädagogischen Gründen getrackt, wie z. B. bei adaptiven Lernsystemen notwendig.Richtet sich das Angebot an Lehrkräfte, wird dafür eine entsprechende Einwilligung eingeholt. |

##  Benutzen Sie eine interne Analyse (auf Basis eines Trackingmechanismus), um das Userverhalten auszuwerten?

[ ]  Ja

[ ]  Pädagogische Gründe: Klicken oder tippen Sie hier, um Text einzugeben.

[ ]  Angebot ausschließlich für Lehrkräfte [ ]  Einwilligung wird eingeholt

[ ]  Nein

Falls ja, bitte beschreiben Sie die interne Analyse:

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Cookies & Co: Trackingpixel** (RDS-CUC-373)Es werden keine Trackingpixel verwendet, wenn sich ein Angebot an Schülerinnen und Schüler richtet.Richtet sich das Angebot an Lehrkräfte, wird dafür eine entsprechende Einwilligung eingeholt. |

## Benutzen Sie Trackingpixel / Zählpixel, um das Userverhalten auszuwerten?

[ ]  Ja [ ]  Angebot ausschließlich für Lehrkräfte [ ]  Einwilligung wird eingeholt

[ ]  Nein

Falls ja, bitte benennen Sie diese:

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Cookies & Co: Browserfingerprints** (RDS-CUC-376)Es werden keine Browserfingerprints gebildet, wenn sich ein Angebot an Schülerinnen und Schüler richtet.Richtet sich das Angebot an Lehrkräfte, wird dafür eine entsprechende Einwilligung eingeholt. |

## Werden Browserfingerprints gebildet?

[ ]  Ja [ ]  Angebot ausschließlich für Lehrkräfte [ ]  Einwilligung wird eingeholt

[ ]  Nein

Falls ja, bitte benennen Sie die einzelnen Daten und deren Zweck:

|  |  |
| --- | --- |
| Browser-fingerprint | Zweck |
|  |  |
|  |  |
|  |  |
|  |  |

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Werden sonstige Trackingmechanismen eingesetzt?

[ ]  Ja

[ ]  Nein

Falls ja, bitte benennen Sie die einzelnen Trackingmechanismen und deren Zweck.

|  |  |
| --- | --- |
| Tracking-mechanismus | Zweck |
|  |  |
|  |  |
|  |  |
|  |  |

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Cookies & Co: Local Browser Storage** (RDS-CUC-374)Es werden keine Daten im Local Browser Storage oder Session Storage abgelegt, sofern dafür eine Einwilligung erforderlich ist und sich das Angebot an die Nutzergruppe der Schülerinnen und Schüler richtet.Richtet sich das Angebot an Lehrkräfte, darf die Einwilligung eingeholt werden. |

## Werden Daten im Local Browser Storage oder Session Storage abgelegt?

[ ]  Ja [ ]  Angebot ausschließlich für Lehrkräfte [ ]  Einwilligung wird eingeholt

[ ]  Nein

Falls ja, bitte benennen Sie die einzelnen Daten und deren Zweck:

|  |  |  |
| --- | --- | --- |
| Daten | Technisch notwendig ja/nein | Zweck |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Cookies & Co: Informationen auf der Endeinrichtung des Endnutzers** (RDS-CUC-375)Es werden keine sonstigen Informationen auf der Endeinrichtung des Endnutzers gespeichert und es erfolgt kein Zugriff auf Informationen, die bereits in der Endeinrichtung gespeichert sind, sofern dafür eine Einwilligung erforderlich ist und sich das Angebot an die Nutzergruppe der Schülerinnen und Schüler richtet.Richtet sich das Angebot an Lehrkräfte, darf die Einwilligung eingeholt werden. |

## Werden sonstige Informationen auf dem Endgerät des Endnutzers gespeichert?

[ ]  Ja [ ]  Angebot ausschließlich für Lehrkräfte [ ]  Einwilligung wird eingeholt

[ ]  Nein

Falls ja, bitte benennen Sie diese unter Angabe des Zwecks.

|  |  |  |
| --- | --- | --- |
| Gespeicherte Informationen | Technisch notwendig ja/nein | Zweck |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Gibt es Dritte, die auf die oben genannten internen Analysedaten, Maßnahmen/Techniken etc. zugreifen können?

[ ]  Ja

[ ]  Nein

Falls ja, bitte benennen Sie die Dritten mit Firma und Sitz:

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 7 Cookies & Co

|  |  |
| --- | --- |
|  | Bewertung:  |

# Drittinhalte

|  |
| --- |
| **Drittinhalte: Einbindung von Drittinhalten** (RDS-DRI-378)Es werden keine Drittinhalte eingebunden, für die eine Einwilligung erforderlich ist, sofern sich das Bildungsangebot oder betreffende Teile des Angebots an Schülerinnen und Schüler wendet.Eine Ausnahme besteht ausschließlich dann, wenn sich das Bildungsangebot oder betreffende Teile des Angebots ausschließlich an Lehrkräfte richten. |

#

## Werden Drittinhalte (also Inhalte, die auf Servern von Dritten liegen) eingebunden (z.B. Videos)?

[ ]  Ja

[ ]  Nein

Wenn ja, bitte listen Sie diese auf:

|  |  |
| --- | --- |
| Drittinhalt | Zweck |
|  |  |
|  |  |
|  |  |
|  |  |

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Werden Drittinhalte in einer Weise eingebunden, sodass personenbezogene Daten an Dritte gelangen?

[ ]  Ja [ ]  Angebot ausschließlich für Lehrkräfte [ ]  Einwilligung wird eingeholt

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 8 Drittinhalte

|  |  |
| --- | --- |
|  | Bewertung:  |

# Datenerhebung und -verarbeitung

|  |
| --- |
| **Datenerhebung und -verarbeitung** (RDS-DEV-380)Daten werden ausschließlich für die Nutzung des Angebots verarbeitet. Insbesondere eine Nutzung zu Werbezwecken ist ausgeschlossen. |

## Werden Nutzende innerhalb des Angebots dazu aufgefordert personenbezogene Daten einzugeben?

[ ]  Ja

[ ]  Nein

Falls ja, bitte benennen Sie die Daten und den Zweck der Datenerhebung:

|  |  |
| --- | --- |
| Welche Daten werden erhoben? | Zweck |
|  |  |
|  |  |
|  |  |

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Entstehen personenbezogene Daten durch Nutzung (z.B. Lehr- und Lernereignisse, Arbeitsverhalten)?

[ ]  Ja

[ ]  Nein

Falls ja, bitte beschreiben Sie die anfallenden Daten und den Zweck:

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

## Könnten möglicherweise personenbezogene Daten durch freie Eingabe der Nutzer entstehen (z.B. durch Freitextfelder, im Profil, im Chat)?

[ ]  Ja

[ ]  Nein

Falls ja, bitte beschreiben Sie die Eingabemöglichkeiten und deren Zweck:

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 9 Datenerhebung und – Verarbeitung

|  |  |
| --- | --- |
|  | Bewertung:  |

# Datenschutzorganisation

## Sind Sie in der Pflicht eine/n Datenschutzbeauftragte/n zu benennen?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Datenschutzorganisation: Benennung eines Datenschutzbeauftragten** (RDS-DSO-383)Der Anbieter stellt die Kontaktdaten des Datenschutzbeauftragten bereit. Falls noch kein Datenschutzbeauftragter existiert benennt der Anbieter den DSB.Dies gewährleistet, dass Anfragen und Anliegen zum Datenschutz schnell und kompetent bearbeitet werden können und die Einhaltung datenschutzrechtlicher Anforderungen sichergestellt ist.Mindestanforderungen mit Blick auf gesetzliche Vorgaben hinsichtlich der Vollständigkeit von Angaben. |

## Wurde ein/e Datenschutzbeauftragte/r benannt? (ggf. auf freiwilliger Basis)

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 10 Datenschutzorganisation

|  |  |
| --- | --- |
|  | Bewertung:  |

# Werbung

|  |
| --- |
| **Werbefreiheit: Werbefreiheit**  (RDS-WER-384)Das digitale Bildungsangebot ist werbefrei, es sei denn, eine konkrete Werbung ist nach den einschlägigen Bestimmungen für Lehr- und Lernmittel ausnahmsweise zulässig. |

## Enthält das Angebot Werbung für Schüler/ Schülerinnen?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Werbefreiheit: Verweise auf Werbeinhalte** (RDS-WER-385)Aus dem Angebot wird für Nutzende der Benutzergruppe Schülerinnen und Schüler nicht auf Zielseiten verlinkt werden, die Werbung enthalten. |

## Enthält das Angebot Verweise auf Inhalte mit Werbung (auch Verlinkungen) für Schüler / Schülerinnen?

[ ]  Ja

[ ]  Nein

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 11 Werbung

|  |  |
| --- | --- |
|  | Bewertung:  |

# Kostenpflichtige Zusatzangebote

|  |
| --- |
| **Kostenpflichtige Bestandteile: Kostenpflichtige Zusatzangebote**  (RDS-KBT-386)Nutzende der Benutzergruppe Schülerinnen und Schüler werden keine kostenpflichtigen Zusatzangebote (In-App-Verkäufe, "Freemium" Geschäftsmodelle oder kostenpflichtige Upgrade-Angebote) angeboten.Käufe jeder Art müssen bei Schülerinnen und Schülern ausgeschlossen werden können. Nutzenden, die als Lehrkräfte ein Angebot nutzen, darf diese Möglichkeit gegeben sein.Mindestanforderung, da Schülerinnen und Schüler keine Möglichkeit zu Kaufhandlungen im Angebot haben dürfen. |

## Gibt es kostenpflichtige Zusatzangebote innerhalb des Bildungsangebots?

[ ]  Ja [ ]  Diese Zusatzangebote werden ausschließlich Lehrkräften und Schulpersonal angezeigt

[ ]  Nein

Falls ja, bitte benennen Sie diese:

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 12 Kostenpflichtige Zusatzangebote

|  |  |
| --- | --- |
|  | Bewertung:  |

# Umsetzung von Betroffenenrechten

|  |
| --- |
| **Umsetzung von Betroffenenrechten: Funktionalitäten zur Umsetzung der Betroffenenrechte** (RDS-UBR-388)Die Plattform sieht Funktionalitäten vor, die eine Umsetzung der Betroffenenrechte ermöglichen bzw. diese unterstützen, wie z. B. die Filterung, Suche oder Sperrung von Daten. Die genannten Funktionalitäten sollen die Erfüllung der nach der DSGVO vorgeschriebenen Betroffenenrechte ermöglichen. |

## Wird sichergestellt, dass die Betroffenenrechte gewahrt werden?

[ ]  Ja

[ ]  Nein

Bitte beschreiben Sie Ihre Vorgehensweise bzw. den internen Prozess:

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

|  |
| --- |
| **Umsetzung von Betroffenenrechten: Funktionalitäten zum Exportieren und Portieren der Daten (Soll-Kriterium)** (RDS-UBR-387)Die Plattform sieht Funktionalitäten zum Exportieren und Portieren der Daten grundsätzlich vor und ein Export wurde erfolgreich durchgeführt.Dies stellt sicher, dass Benutzer ihre Daten problemlos mitnehmen oder in andere Systeme übertragen können. Dadurch wird die Datenportabilität gemäß den datenschutzrechtlichen Anforderungen gewährleistet. |

## Gibt es eine Möglichkeit, die im Bildungsangebot vorhandenen personenbezogenen Daten zu exportieren und diese dem Verantwortlichen und/oder den Nutzenden bereitzustellen?

[ ]  Ja

[ ]  Nein

Falls ja, bitte skizzieren Sie in Stichpunkten die Exportfunktion.

Klicken oder tippen Sie hier, um Text einzugeben.

Überprüfung FWU (in Mitarbeit durch datenschutz nord):

Bewertung zu 13 Umsetzung von Betroffenenrechten

|  |  |
| --- | --- |
|  | Bewertung:  |

# Prüfung AVV nach Art. 28 DSGVO

(wird eingefügt nach Durchführung der Prüfung)